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Technical Specifications

Real-Time Fiber-Optic Intrusion Detection

FOSS’s fiber-optic intrusion detection system provides real-time monitoring,

accurately identifying and displaying threat locations along long-distance perimeters.

High-Precision Threat Localization

With ±1 meter detection accuracy and ±10 meters event precision, the system ensures fast and reliable intrusion pinpointing.

Consistent & Stable Performance

Designed for long-term accuracy, it maintains stable and precise threat detection without degradation.

Advanced Data Processing

Utilizes high-speed data acquisition and complex DSP algorithms for rapid signal analysis and enhanced threat detection.

Linux-Based Positioning Algorithm

Built on Linux, it integrates a high-precision positioning algorithm for maximum accuracy.

Embedded High-Speed Data Acquisition

Features a PCIe-based data acquisition card, enabling real-time monitoring and fast data conversion.

Centralized Alarm Management

Supports multiple interrogators within a single FOPIDS Manager software, streamlining security operations.

Seamless Third-Party Integration

Offers SDKs and APIs for easy integration with external security and surveillance systems.

Web-Based Alarm Monitoring

A web-based alarm management system provides remote access, real-time alerts, and system control from anywhere.



Functional Specifications

Centralized Device Management

FOSS Alarm Manager Software (FAMS) offers seamless management of multiple security devices from

a single, centralized server. Its web-based applicationensures secure access with administrator and user-level

credential authorization, providing an intuitive and user-friendly interface for efficient system operation.

Intelligent Zone Control

FAMS provides flexible security zone management with both manual and automated arming and disarming options.

Zones can be activated or deactivated based on a predefined schedule, ensuring continuous protection with

minimal manual intervention. Multiple security zones can be linked to different preset camera positions,

allowing for precise monitoring and real-time threat detection.

Real-Time Intrusion Alerts

The software delivers instant alerts for various security threats, including intrusion detection, fiber cuts,

and device failures. These alerts enable security teams to respond quickly, minimizing risks and

ensuring uninterrupted monitoring of the protected area.

Comprehensive Reporting and User Management

FAMS features advanced reporting capabilities, allowing users to export historical event logs in both

PDF and Excel formats. It includes user rights and log management to maintain access control and

ensure all system activities are recorded for security auditing.

Precision and Customization

Each alert provides detailed information, including a date and time stamp and the exact fiber meter distance

of the intrusion location. The software also allows for customizable parameter configurations,

ensuring optimal performance tailored to specific security requirements.

Scalable and Integrated Security System

Designed with a robust server/client architecture and TCP/IP protocol, FAMS allows multiple interrogator units

to be added and managed from a single server. The software integrates effortlessly with ONVIF IP cameras,

ensuring smooth synchronization with designated security zones. It also supports up to eight alarm inputs

and eight alarm outputs, providing a reliable infrastructure for immediate security response.

With ONVIF protocol support, PTZ cameras can be remotely controlled, adjusting their pan, tilt, and zoom functions

to preset positions for enhanced surveillance accuracy.


